
OSINT FULL REPORT 

 

 
1. Target Primary Email Verification:  

 

No recover email was found from the primary email. 

 

 

2. Extracting the IP address from the email:  

 

The main location of the email from where it’s operating will be get through the IP address. 

 

3. GEO Location from the IP:  



4. The Actual location of the company/or the mail location:  

 

 

 

5. Satelite View:  

 

 

Full Address: Boudl Al Sahafa Hotel, Nahr Alnameen, Riyadh, Saudi Arabia 

Conclusion: If the business operate from the actual location then the email should be operate from location they put in the website 
and also the address they sended to you. But after cross checking the location it’s remain same at the above location I put. So there 
location and the website/office location they claiming is mismatched.  

 



Business History Check:  

 

1. Website Domain History check:  

 

Domain History: 

 

 

 

Business Info: 

 

 

 

 

 

 

 

 

 

 

 

 



Owner Info: 

 

Conclusion: As you can see the information above the business registrated location is same as the IP location. And from the owner 
information you can see the business is registred with a indian guy who’s name is Manoj Sharma. In general if you want to register 
your business website then it’s needed to register with the original owner or with the pepole who is related with the business. But I 
checked that there is no one called Manoj Sharma who is related with the business. 

 

 

 

 

2. Phone Number Verification:  

 

 

 

 



 

 

Conclusion: The First number is registered with the Manoj Sharma. And the second number is registerd with the name: Marie 
Minalang which is a philippines name. But both name are not related to front of the business as we can see the only name Manoj 
sharma is resgistered with the business.  

 

 

 

 

3. The Company Domain Black Listed by Local Government Agency:  

Server IP: 

 

Blacklisted: 



Conclusion: If the authority got too many bad feedback or get any scammed alert from the pepole who are victim with the business 
or the site then in general every country blacklisted the website to make pepole alert. Also for the business there is term to verfication 
if the owner failed to show the actual office location with video verification then also they can be blacklisted. But as Al Riyadh website 
created in 18/03/2023 and also get blacklisted in 18/05/2023 that’s really suspious of their validity because within 2 months no valid 
business should be blacklisted. 

 

 

 

4. Final Recon:  

 

 

 

 
 
 
 
 
 
 
 
 
 
 
 
 
 



 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 
 
 
 
 
 
 
 
 
 
 



 
 
 
 
 

 
 
 
 
 
 

 
 
 
 

 

 

Conclusion: In general the final recon shows us the employee history about the business owner or pepoles who are related with the 
business. But in here there is active employee or nothing occurs. 

 

 
 
 



Manual Verification: 
 
 

So after implementing all the process I though may be I can use one of my client who is really friendly with 
me and we are working together from last 2 years and he is from saudi arabia also live in Olaya District. So I 
ask him if he can verify the office which they provided: And here is the conversation with him:  

 
 
 
 
 
 
 
 



The Final Conclusion: I saw many mismatched with the company information they put in the online. And also the registered 
name and the info are not matched with the company either, From the name as there is two name one is indian and one is 
philipines I am suspecting that they made a syndicate to fruad with pepole with their money because if it’s a genuine 
reputated company then there must be few online frootprint with the rating and review but there is nothing with them also 
there are huge mismatched information with them which can’t be found for a normal pepole who are not related into the 
darker site of internet. Also if you want any authentic sources of their existence then that’s a enough proof that one human 
being who is from saudi arabia visit the place and the find nothing with them. 
So the case might look like this: A syndicate using other business policy and location to just making it sure they exist with a 
website which is also not a corporate builded site just they using it for an marketing policy to show pepole they exist I am 
suspecting more with company because there is two name related and which is indian and philipines and from my experinces 
country like india and philipines who belong from them making lots scam nowdays, so their might be chacne of getting 
scammed or may be you can loss if go for a deal with as there no strong existence of them and also theiris too much 
mismatched with the company. I would love to recommend you do not go for any financial or business related project with 
them it can be risky or it can be a huge loss for you, that’s all I can suggest you from my experinces and that’s kind of 
scamming going on nowdays on overall the world and the ratio of the scammers are high in india and philipines.  
 
 
 
 
 
 
 
 
 
 
 
 

THANK YOU 


